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Policies, Directives and Mandates

Presidential / National

DHS Policies /
Directives

DOD Policies /
Directives

CG Policies /
Directives
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3. Protecting Infrastructure

» Goal 1. Risk Assessment —
_ Promote Cyber Risk
8t il Awareness and Management
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What have we done since it was signed?

Profile work with NIST
IMO: Maritime Cyber Risk Management
Standardize terms/definitions

Evaluate guidance & tools for industry on risk reduction
processes: FERC

AMSC IT Subcommittees
Suspicious Activity/Breach of Security Reporting
Pending Draft NVIC
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Avallable resources

2 HOMEPORT NIST
AP U.S. Department of Home 1111 Se our rity

UNITED STATES COAST GUARD National Institute
of Standards
and Technology

https://homeport.uscg.mil/
http://www.nist.gov/cyberframework/
https://www.us-cert.gov/
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QUESTIONS?

Thank You for your time!

For further inquiries please contact
LCDR Josephine Long, of my staff at
Josephine.A.Long@uscg.mil
202-372-1109
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